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Daily Threat Intelligence Briefing 
 
Today's threat briefing contains live links that connect you to the original source articles. You can see 
the real URL by hovering your mouse over the links and checking that they match the source articles. 
These links were taken straight from the website of the source article. Tyler Cybersecurity has not 
checked these sites or links for security. 
 

News from Tuesday, October 07, 2025,  
(Reported on Wednesday, October 08, 2025) 

Government 
 
Attackers Season Spam With a Touch of 'Salt' 
Read more at Dark Reading 
 
Clop Ransomware Hits Oracle Customers Via Zero-Day Flaw 
Read more at Dark Reading 
 
 

Financial Institutions 
 
Critical GoAnywhere Vulnerability Exploited in Medusa Ransomware Attacks 
Read more at HIPPA Journal 
 
 
 

Healthcare 
Hospital Insider Breach Lasted 10 Years, Led to FBI Inquiry 
Read more at Bank Info Security 
 
 

Other 
 
Patch Now: 'RediShell' Threatens Cloud Via Redis RCE 
Read more at Dark Reading 
 
 
Severe Figma MCP Vulnerability Lets Hackers Execute Code Remotely — Patch Now 
Read more at The Hacker News 
 

 

https://www.darkreading.com/cyber-risk/attackers-season-spam-touch-salt
https://www.darkreading.com/application-security/clop-ransomware-oracle-customers-zero-day-flaw
https://www.hipaajournal.com/critical-goanywhere-vulnerability-medusa-ransomware/
https://www.bankinfosecurity.com/hospital-insider-breach-lasted-10-years-led-to-fbi-inquiry-a-29668
https://www.darkreading.com/cloud-security/patch-now-redishell-redis-rce
https://thehackernews.com/2025/10/severe-figma-mcp-vulnerability-lets.html

