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Daily Threat Intelligence Briefing 

 
Today's threat briefing contains live links that connect you to the original source articles. You can see 
the real URL by hovering your mouse over the links and checking that they match the source articles. 
These links were taken straight from the website of the source article. Tyler Technologies has not 
checked these sites or links for security. 
 

News from Monday June 09, 2025 
                               (Reported on Tuesday June 10, 2025) 

Government 
CISA Adds Two Known Exploited Vulnerabilities to Catalog 
Read more at Cisa.gov 

 

OpenAI Bans ChatGPT Accounts Linked to Nation-State Threat Actors 
Read more at DarkReading 

 

Whole Foods Supplier Faces Cyberattack Disrupting Operations 
Read more at GovInfoSecurity 

Financial Institutions 
Mirai Botnet Variant Exploits DVR Flaw to Build Swarm 
Read more at BankInfoSecurity 
 
Sharefax Scramble: Credit Union Works To Reboot Member Trust After System Shake-Up 
Read more at CUtoday.info 

Healthcare 
NHS: Blood Supply Still Affected by June 2024 Vendor Attack 
Read more at HealthcareInfoSecurity 

Other 
Stolen Ticketmaster data from Snowflake attacks briefly for sale again 
Read more at Bleeping Computer 
 
&#xa;OctoSQL & Vulnerability Data, (Sun, Jun 8th) 
Read more at SANS 
 
Apple details the end of Intel Mac support and a phaseout for Rosetta 2 
Read more at Arstechnica 
 
Think Your IdP or CASB Covers Shadow IT? These 5 Risks Prove Otherwise 
Read more at TheHackerNews 
 
China-Backed Hackers Target SentinelOne in 'PurpleHaze' Attack Spree 
Read more at DarkReading 

https://www.cisa.gov/news-events/alerts/2025/06/09/cisa-adds-two-known-exploited-vulnerabilities-catalog
https://www.darkreading.com/threat-intelligence/openai-bans-chatgpt-accounts-nation-state-threat-actors
https://www.govinfosecurity.com/whole-foods-supplier-faces-cyberattack-disrupting-operations-a-28629
https://www.bankinfosecurity.com/mirai-botnet-variant-exploits-dvr-flaw-to-build-swarm-a-28631
https://www.cutoday.info/THE-feature/Sharefax-Scramble-Credit-Union-Works-To-Reboot-Member-Trust-After-System-Shake-Up
https://www.healthcareinfosecurity.com/nhs-blood-supply-still-affected-by-june-2024-vendor-attack-a-28625
https://www.bleepingcomputer.com/news/security/stolen-ticketmaster-data-from-snowflake-attacks-briefly-for-sale-again/
https://isc.sans.edu/diary/rss/32026
https://arstechnica.com/gadgets/2025/06/apple-details-the-end-of-intel-mac-support-and-a-phaseout-for-rosetta-2/
https://thehackernews.com/2025/06/think-your-idp-or-casb-covers-shadow-it.html
https://www.darkreading.com/remote-workforce/china-hackers-target-sentinelone-purplehaze-attack
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News from Monday June 09, 2025 
                               (Reported on Tuesday June 10, 2025) 

 
SentinelOne shares new details on China-linked breach attempt 
Read more at Bleeping Computer 
 
macOS Tahoe signals that the end is near for Intel Macs, dumping all but four models 
Read more at Arstechnica 
 
Over 70 Organizations Across Multiple Sectors Targeted by China-Linked Cyber Espionage Group 
Read more at TheHackerNews 
 

 

https://www.bleepingcomputer.com/news/security/sentinelone-shares-new-details-on-china-linked-breach-attempt/
https://arstechnica.com/gadgets/2025/06/macos-tahoe-signals-that-the-end-is-near-for-intel-macs-dumping-all-but-four-models/
https://thehackernews.com/2025/06/over-70-organizations-across-multiple.html

