Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can
see the real URL by hovering your mouse over the links and checking that they match the source
articles. These links were taken straight from the website of the source article. Tyler Technologies
has not checked these sites or links for security.

News from Wednesday, January 07, 2025

(Reported on Thursday, January 08, 2025)

Government

The government cyber action plan
Read more at National Cyber Security Centre

Threats to critical infrastructure expected to intensify
Read more at GovInfoSecurity

Financial Institutions

Assessing allot valuation as cybersecurity subscription growth accelerates
Read more at Yahoo!Finance

Cyber flatlines in FY 2026 justice, commerce spending bill
Read more at BankInfoSecurity

Healthcare

OpenAl says ChatGPT won't use your health information to train its models
Read more at Bleeping Computer

Manage my health cyber breach update
Read more at Manage My Health



https://www.ncsc.gov.uk/blog-post/government-cyber-action-plan-strengthening-resilience-across-uk
https://www.govinfosecurity.com/threats-to-critical-infrastructure-expected-to-intensify-a-30456
https://finance.yahoo.com/news/assessing-allot-nasdaqgs-allt-valuation-031144286.html
https://www.bankinfosecurity.com/cyber-flatlines-in-fy-2026-justice-commerce-spending-bill-a-30462
https://www.bleepingcomputer.com/news/artificial-intelligence/openai-says-chatgpt-wont-use-your-health-information-to-train-its-models/
https://managemyhealth.co.nz/mmh-cyber-breach-update-8-january-2026/

News from Wednesday, January 07, 2025

(Reported on Thursday, January 08, 2025)

Other
Critical jsPDF flaw lets hackers steal secrets via generated PDFs
Read more at Bleeping Computer

Logitech Options+, G HUB macOS apps break after certificate expires
Read more at Bleeping Computer

Max severity Ni8mare flaw lets hackers hijack n8n servers
Read more at Bleeping Computer

Microsoft: Classic Outlook bug prevents opening encrypted emails
Read more at Bleeping Computer

ownCloud urges users to enable MFA after credential theft reports
Read more at Bleeping Computer

New Veeam vulnerabilities expose backup servers to RCE attacks
Read more at Bleeping Computer



https://www.bleepingcomputer.com/news/security/critical-jspdf-flaw-lets-hackers-steal-secrets-via-generated-pdfs/
https://www.bleepingcomputer.com/news/hardware/logitech-options-plus-g-hub-macos-apps-break-after-certificate-expires/
https://www.bleepingcomputer.com/news/security/max-severity-ni8mare-flaw-lets-hackers-hijack-n8n-servers/
https://www.bleepingcomputer.com/news/microsoft/microsoft-classic-outlook-bug-prevents-opening-encrypted-emails/
https://www.bleepingcomputer.com/news/security/owncloud-urges-users-to-enable-mfa-after-credential-theft-reports/
https://www.bleepingcomputer.com/news/security/new-veeam-vulnerabilities-expose-backup-servers-to-rce-attacks/

