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Daily Threat Intelligence Briefing 

 
Today's threat briefing contains live links that connect you to the original source articles. You can see 
the real URL by hovering your mouse over the links and checking that they match the source articles. 
These links were taken straight from the website of the source article. Tyler Technologies has not 
checked these sites or links for security. 
 

News from Tuesday October 28, 2025 
(Reported on Wednesday October 29, 2025) 

Government 
CISA warns of two more actively exploited Dassault vulnerabilities 
Read more at Bleeping Computer 
 
CISA Releases Three Industrial Control Systems Advisories 
Read more at Cisa.gov 

Financial Institutions 
New Android Trojan 'Herodotus' Outsmarts Anti-Fraud Systems by Typing Like a Human 
Read more at TheHackerNews 
 
Florida Lawmakers Push Bold Plan To Integrate Crypto, Stablecoins Into State Finances 
Read more at CUtoday.info 

Healthcare 
Patients Sue Florida Hospital Over 'Humiliating' Photo Posts 
Read more at HealthcareInfoSecurity 

 

Sedgebrook & Heartland Health Center Hit with Ransomware Attacks 
Read more at TheHIPAAJournal 

Other 
Windows 11 KB5067036 update rolls out Administrator Protection feature 
Read more at Bleeping Computer 
 
Google Chrome to warn users before opening insecure HTTP sites 
Read more at Bleeping Computer 
 
New Atroposia malware comes with a local vulnerability scanner 
Read more at Bleeping Computer 
 
Is Your Google Workspace as Secure as You Think it is? 
Read more at TheHackerNews 
 
Chrome Zero-Day Exploited to Deliver Italian Memento Labs' LeetAgent Spyware 

https://www.bleepingcomputer.com/news/security/cisa-warns-of-two-more-actively-exploited-dassault-vulnerabilities/
https://www.cisa.gov/news-events/alerts/2025/10/28/cisa-releases-three-industrial-control-systems-advisories
https://thehackernews.com/2025/10/new-android-trojan-herodotus-outsmarts.html
https://www.cutoday.info/Fresh-Today/Florida-Lawmakers-Push-Bold-Plan-To-Integrate-Crypto-Stablecoins-Into-State-Finances
https://www.healthcareinfosecurity.com/patients-sue-florida-hospital-over-humiliating-photo-posts-a-29868
https://www.hipaajournal.com/sedgebrook-heartland-health-center-ransomware-attacks/
https://www.bleepingcomputer.com/news/microsoft/windows-11-kb5067036-update-rolls-out-administrator-protection-feature/
https://www.bleepingcomputer.com/news/google/google-chrome-to-warn-users-before-opening-insecure-http-sites/
https://www.bleepingcomputer.com/news/security/new-atroposia-malware-comes-with-a-local-vulnerability-scanner/
https://thehackernews.com/2025/10/is-your-google-workspace-as-secure-as.html
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News from Tuesday October 28, 2025 
(Reported on Wednesday October 29, 2025) 

Read more at TheHackerNews 
 
Oracle EBS Attack Victims May Be More Numerous Than Expected 
Read more at DarkReading 
 
A phishing with invisible characters in the subject line, (Tue, Oct 28th) 
Read more at SANS 
 
From Chef to CISO: An Empathy-First Approach to Cybersecurity Leadership 
Read more at DarkReading 
 
YouTube Ghost Network Utilizes Spooky Tactics to Target Users 
Read more at DarkReading 

 

https://thehackernews.com/2025/10/chrome-zero-day-exploited-to-deliver.html
https://www.darkreading.com/vulnerabilities-threats/oracle-ebs-attack-victims-more-numerous-expected
https://isc.sans.edu/diary/rss/32428
https://www.darkreading.com/cybersecurity-operations/chef-ciso-empathy-first-cybersecurity-leadership
https://www.darkreading.com/cyberattacks-data-breaches/youtube-ghost-network-target-users

