Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Monday November 17, 2025

(Reported on Tuesday November 18, 2025)

Government
Acting on FBI Tip, Thailand Detains Suspected Russian Hacker
Read more at GovInfoSecurity

Schools Are Fielding Complaints Generated by Al. How You Can Tell
Read more at Edweek.org

A massive Cloudflare outage has taken down X and OpenAl — and even bricked outage tracker site
Downdetector
Read more at ITPro

Financial Institutions
Jaguar Land Rover Hack Cost $260 Million
Read more at BankInfoSecurity

Trump Administration Reverses Course, Restores CDFI Fund Staff In Major Win for Credit Unions
Read more at CUtoday.info

The Countdown to Q-Day
Read more at BanklInfoSecurity

Healthcare
Inspector General Flags Security Gap in NIH Genomics Project
Read more at HealthcarelnfoSecurity

Other
5 plead guilty to laptop farm and ID theft scheme to land North Koreans US IT jobs
Read more at Arstechnica

Fans’ reverse-engineered servers for Sony’s defunct Concord might be in trouble
Read more at Arstechnica

Tyler Technologies, Inc.


Acting%20on%20FBI%20Tip,%20Thailand%20Detains%20Suspected%20Russian%20Hacker
https://www.edweek.org/technology/schools-are-fielding-complaints-generated-by-ai-how-you-can-tell/2025/11
https://www.itpro.com/infrastructure/a-massive-cloudflare-outage-has-taken-down-x-and-openai-and-even-bricked-outage-tracker-site-downdetector
https://www.bankinfosecurity.com/jaguar-land-rover-hack-cost-260-million-a-30051
https://www.cutoday.info/Fresh-Today/Trump-Administration-Reverses-Course-Restores-CDFI-Fund-Staff-In-Major-Win-for-Credit-Unions
https://www.bankinfosecurity.com/countdown-to-q-day-a-30048
https://www.healthcareinfosecurity.com/inspector-general-flags-security-gap-in-nih-genomics-project-a-30050
https://arstechnica.com/security/2025/11/5-plead-guilty-to-laptop-farm-and-id-theft-scheme-to-land-north-koreans-us-it-jobs/
https://arstechnica.com/gaming/2025/11/fans-reverse-engineered-servers-for-sonys-defunct-concord-might-be-in-trouble/

