Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Monday January 12, 2026

(Reported on Tuesday January 13, 2026)

Government
CISA Adds One Known Exploited Vulnerability to Catalog
Read more at Cisa.gov

NIST Calls for Public to Help Better Secure Al Agents
Read more at GovInfoSecurity

Financial Institutions
Cryptohack Roundup: Alleged Fraud Kingpin Deported to China
Read more at BanklInfoSecurity

America’s Credit Unions, DCUC Warn Eighth Circuit Debit Fee Ruling Threatens Payments Security
Read more at CUtoday.info

Holiday Spending Hangover Sets In As Americans Bet On A Better Financial Year Ahead
Read more at CUtoday.info

Healthcare
Consulting Radiologists Pays $2.2M to Settle Class Action Data Breach Litigation
Read more at TheHIPAAJournal

lllinois Notifies 700,000 of Misconfiguration Breach
Read more at HealthcarelnfoSecurity

Vida Y Salud-Health Systems & Dublin Medical Center Confirm Data Breaches
Read more at TheHIPAAJournal

Other
CISA orders feds to patch Gogs RCE flaw exploited in zero-day attacks
Read more at Bleeping Computer

Target's dev server offline after hackers claim to steal source code
Read more at Bleeping Computer

Apple confirms Google Gemini will power Siri, says privacy remains a priority
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https://www.cisa.gov/news-events/alerts/2026/01/12/cisa-adds-one-known-exploited-vulnerability-catalog
https://www.govinfosecurity.com/nist-calls-for-public-to-help-better-secure-ai-agents-a-30500
https://www.bankinfosecurity.com/cryptohack-roundup-alleged-fraud-kingpin-deported-to-china-a-30469
https://www.cutoday.info/Fresh-Today/America-s-Credit-Unions-DCUC-Warn-Eighth-Circuit-Debit-Fee-Ruling-Threatens-Payments-Security
https://www.cutoday.info/Fresh-Today/Holiday-Spending-Hangover-Sets-In-As-Americans-Bet-On-A-Better-Financial-Year-Ahead
https://www.hipaajournal.com/consulting-radiologists-data-breach-settlement/
https://www.healthcareinfosecurity.com/illinois-notifies-700000-misconfiguration-breach-a-30486
https://www.hipaajournal.com/vida-y-salud-health-systems-dublin-medical-center-data-breach/
https://www.bleepingcomputer.com/news/security/cisa-orders-feds-to-patch-gogs-rce-flaw-exploited-in-zero-day-attacks/
https://www.bleepingcomputer.com/news/security/targets-dev-server-offline-after-hackers-claim-to-steal-source-code/

News from Monday January 12, 2026
(Reported on Tuesday January 13, 2026)

Read more at Bleeping Computer

Hidden Telegram proxy links can reveal your IP address in one click
Read more at Bleeping Computer

Hacker gets seven years for breaching Rotterdam and Antwerp ports
Read more at Bleeping Computer

Facebook login thieves now using browser-in-browser trick
Read more at Bleeping Computer

'Bad actor' hijacks Apex Legends characters in live matches
Read more at Bleeping Computer

University of Hawaii Cancer Center hit by ransomware attack
Read more at Bleeping Computer
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https://www.bleepingcomputer.com/news/apple/apple-confirms-google-gemini-will-power-siri-says-privacy-remains-a-priority/
https://www.bleepingcomputer.com/news/security/hidden-telegram-proxy-links-can-reveal-your-ip-address-in-one-click/
https://www.bleepingcomputer.com/news/security/hacker-gets-seven-years-for-breaching-rotterdam-and-antwerp-ports/
https://www.bleepingcomputer.com/news/security/facebook-login-thieves-now-using-browser-in-browser-trick/
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https://www.bleepingcomputer.com/news/security/university-of-hawaii-cancer-center-hit-by-ransomware-attack/

