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Daily Threat Intelligence Briefing 

 
Today's threat briefing contains live links that connect you to the original source articles. You can see 
the real URL by hovering your mouse over the links and checking that they match the source articles. 
These links were taken straight from the website of the source article. Tyler Technologies has not 
checked these sites or links for security. 
 

News from Tuesday January 13, 2026 
                        (Reported on Wednesday January 14, 2026) 

Government 
CISA Adds One Known Exploited Vulnerability to Catalog 
Read more at Cisa.gov 

 

Is the ‘AI Glow’ Starting to Wear Off? What to Expect in 2026 
Read more at GovInfoSecurity 
 
Lawmakers Urged to Let US Take on 'Offensive' Cyber Role 
Read more at GovInfoSecurity 

Financial Institutions 
WitnessAI Secures $58M to Grow Global AI Security Reach 
Read more at BankInfoSecurity 
 
JPMorgan To Take Over Apple Card From Goldman In $20B Portfolio Shift 
Read more at CUtoday.info 

Healthcare 
Cancer Center: Hackers Stole Research Files, Encrypted Data 
Read more at  
 
Mystic Valley Elder Services Agrees to Settle Class Action Data Breach Lawsuit for $520,000 
Read more at TheHIPAAJournal 

Other 
New VoidLink malware framework targets Linux cloud servers 
Read more at Bleeping Computer 
 
New Windows updates replace expiring Secure Boot certificates 
Read more at Bleeping Computer 
 
Microsoft releases Windows 10 KB5073724 extended security update 
Read more at Bleeping Computer 
 
Windows 11 KB5074109 & KB5073455 cumulative updates released 

https://www.cisa.gov/news-events/alerts/2026/01/13/cisa-adds-one-known-exploited-vulnerability-catalog
https://www.edweek.org/technology/is-the-ai-glow-starting-to-wear-off-what-to-expect-in-2026/2026/01
https://www.govinfosecurity.com/lawmakers-urged-to-let-us-take-on-offensive-cyber-role-a-30511
https://www.bankinfosecurity.com/witnessai-secures-58m-to-grow-global-ai-security-reach-a-30510
https://www.cutoday.info/Fresh-Today/JPMorgan-To-Take-Over-Apple-Card-From-Goldman-In-20B-Portfolio-Shift
https://www.hipaajournal.com/mystic-valley-elder-services-data-breach-settlement/
https://www.bleepingcomputer.com/news/security/new-voidlink-malware-framework-targets-linux-cloud-servers/
https://www.bleepingcomputer.com/news/security/microsoft-rolls-out-new-secure-boot-certificates-for-windows-devices/
https://www.bleepingcomputer.com/news/microsoft/microsoft-releases-windows-10-kb5073724-extended-security-update/
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News from Tuesday January 13, 2026 
                        (Reported on Wednesday January 14, 2026) 

Read more at Bleeping Computer 
 
Microsoft January 2026 Patch Tuesday fixes 3 zero-days, 114 flaws 
Read more at Bleeping Computer 
 
Ukraine's army targeted in new charity-themed malware campaign 
Read more at Bleeping Computer 
 
Central Maine Healthcare breach exposed data of over 145,000 people 
Read more at Bleeping Computer 
 
Belgian hospital AZ Monica shuts down servers after cyberattack 
Read more at Bleeping Computer 

 

https://www.bleepingcomputer.com/news/microsoft/windows-11-kb5074109-and-kb5073455-cumulative-updates-released/
https://www.bleepingcomputer.com/news/microsoft/microsoft-january-2026-patch-tuesday-fixes-3-zero-days-114-flaws/
https://www.bleepingcomputer.com/news/security/ukraines-army-targeted-in-new-charity-themed-malware-campaign/
https://www.bleepingcomputer.com/news/security/central-maine-healthcare-breach-exposed-data-of-over-145-000-people/
https://www.bleepingcomputer.com/news/security/belgian-hospital-az-monica-shuts-down-servers-after-cyberattack/

