Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Thursday January 15, 2026

(Reported on Friday January 16, 2026)

Government
Trump Renominates Sean Plankey to Lead CISA
Read more at GovInfoSecurity

CISA, Allies Sound Alarm on OT Network Exposure
Read more at GovInfoSecurity

Financial Institutions
New Filene Center Targets Payments Disruption Facing Credit Unions From Stablecoins To Al
Checkout
Read more at CUtoday.info

Trump's National Fraud Enforcement Plan Falls Short
Read more at BanklInfoSecurity

From Fast Track To Timeout: Senate Delays Crypto Bill After Coinbase Raises Red Flags
Read more at CUtoday.info

Healthcare
For-Profit Monroe University Notifies 321,000 of Data Theft
Read more at HealthcarelnfoSecurity

TriZetto Provider Solutions Issues Data Breach Notifications to HIPAA Covered Entities (Update)
Read more at TheHIPAAJournal

Other
Critical WhisperPair flaw lets hackers track, eavesdrop via Bluetooth audio devices
Read more at Bleeping Computer

Palo Alto Networks warns of DoS bug letting hackers disable firewalls
Read more at Bleeping Computer

Gootloader now uses 1,000-part ZIP archives for stealthy delivery
Read more at Bleeping Computer
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https://www.govinfosecurity.com/trump-renominates-sean-plankey-to-lead-cisa-a-30530
https://www.govinfosecurity.com/cisa-allies-sound-alarm-on-ot-network-exposure-a-30534
https://www.cutoday.info/Fresh-Today/New-Filene-Center-Targets-Payments-Disruption-Facing-Credit-Unions-From-Stablecoins-To-AI-Checkout
https://www.bankinfosecurity.com/blogs/trumps-national-fraud-enforcement-plan-falls-short-p-4026
https://www.cutoday.info/Fresh-Today/From-Fast-Track-To-Timeout-Senate-Delays-Crypto-Bill-After-Coinbase-Raises-Red-Flags
https://www.healthcareinfosecurity.com/for-profit-monroe-university-notifies-321000-data-theft-a-30531
https://www.hipaajournal.com/trizetto-provider-solutions-data-breach/
https://www.bleepingcomputer.com/news/security/critical-whisperpair-flaw-lets-hackers-track-eavesdrop-via-bluetooth-audio-devices/
https://www.bleepingcomputer.com/news/security/palo-alto-networks-warns-of-dos-bug-letting-hackers-disable-firewalls/
https://www.bleepingcomputer.com/news/security/gootloader-now-uses-1-000-part-zip-archives-for-stealthy-delivery/

News from Thursday January 15, 2026
(Reported on Friday January 16, 2026)

Grubhub confirms hackers stole data in recent security breach
Read more at Bleeping Computer

Hackers exploit Modular DS WordPress plugin flaw for admin access
Read more at Bleeping Computer

Verizon blames nationwide outage on a "software issue"
Read more at Bleeping Computer

How to automate just-in-time access to applications with Tines
Read more at Bleeping Computer

FTC bans GM from selling drivers' location data for five years
Read more at Bleeping Computer
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https://www.bleepingcomputer.com/news/security/hackers-exploit-modular-ds-wordpress-plugin-flaw-for-admin-access/
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