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Daily Threat Intelligence Briefing 

 
Today's threat briefing contains live links that connect you to the original source articles. You can see 
the real URL by hovering your mouse over the links and checking that they match the source articles. 
These links were taken straight from the website of the source article. Tyler Technologies has not 
checked these sites or links for security. 
 

News from Friday January 23, 2026, through Sunday January 25, 2026 
                             (Reported on Monday January 26, 2026) 

Government 
CISA Adds Actively Exploited VMware vCenter Flaw CVE-2024-37079 to KEV Catalog 
Read more at TheHackerNews 
 
Microsoft Confirms Court-Ordered BitLocker Key Releases 
Read more at GovInfoSecurity 

Financial Institutions 
Cryptohack Roundup: South Korea Busts $102M Laundering Ring 

Read more at PaymentSecurity 

Healthcare 
NHS England Probe Suppliers for Cybersecurity Controls 
Read more at HealthcareInfoSecurity 
 
More than 100K Munson Healthcare Patient Affected by Cerner Cyberattack 
Read more at TheHIPAAJournal 

Other 
 
2025 Was a Wake-Up Call to Protect Human Decisions, Not Just Systems 
Read more at DarkReading 
 
Sandworm hackers linked to failed wiper attack on Poland’s energy systems 
Read more at Bleeping Computer 
 
Poland's energy grid was targeted by never-before-seen wiper malware 
Read more at Arstechnica 
 
Multi-Stage Phishing Campaign Targets Russia with Amnesia RAT and Ransomware 
Read more at TheHackerNews 
 
1Password adds pop-up warnings for suspected phishing sites 
Read more at Bleeping Computer 
 

https://thehackernews.com/2026/01/cisa-adds-actively-exploited-vmware.html
https://www.govinfosecurity.com/microsoft-confirms-court-ordered-bitlocker-key-releases-a-30593
https://www.paymentsecurity.io/cryptohack-roundup-south-korea-busts-102m-laundering-ring-a-30584
https://www.healthcareinfosecurity.com/nhs-england-probe-suppliers-for-cybersecurity-controls-a-30591
https://www.hipaajournal.com/munson-healthcare-cerner-data-breach/
https://www.darkreading.com/cyber-risk/wake-up-call-to-protect-human-decisions-not-just-systems
https://www.bleepingcomputer.com/news/security/sandworm-hackers-linked-to-failed-wiper-attack-on-polands-energy-systems/
https://arstechnica.com/security/2026/01/wiper-malware-targeted-poland-energy-grid-but-failed-to-knock-out-electricity/
https://thehackernews.com/2026/01/multi-stage-phishing-campaign-targets.html
https://www.bleepingcomputer.com/news/security/1password-adds-pop-up-warnings-for-suspected-phishing-sites/
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News from Friday January 23, 2026, through Sunday January 25, 2026 
                             (Reported on Monday January 26, 2026) 

Microsoft investigates Windows 11 boot failures after January updates 
Read more at Bleeping Computer 
 
Microsoft releases emergency OOB update to fix Outlook freezes 
Read more at Bleeping Computer 

 

https://www.bleepingcomputer.com/news/microsoft/microsoft-investigates-windows-11-boot-failures-after-january-updates/
https://www.bleepingcomputer.com/news/microsoft/microsoft-releases-emergency-oob-update-to-fix-outlook-freezes/

