Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Monday February 09, 2026

(Reported on Tuesday February 10, 2026)

Government
Ivanti Zero-Days Likely Deployed in EU and Dutch Hacks
Read more at GovinfoSecurity

Financial Institutions
ACU Flags Risks In Fed’s Reserve Bank Payment Account Prototype
Read more at CUtoday.info

How Banks Can Limit Losses From First-Party Fraud
Read more at BanklInfoSecurity

Housing For the 21st Century Act Passes House 390-9 With CU Board Amendment
Read more at CUtoday.info

Healthcare
McLaren Health Will Pay $14M to Settle Lawsuits in 2 Attacks
Read more at HealthcarelnfoSecurity

Precipio; Pit River Health Service; Tulane University Medical Group Confirm Data Breaches
Read more at TheHIPAAJournal

Other
Hackers breach SmarterTools network using flaw in its own software
Read more at Bleeping Computer

BeyondTrust warns of critical RCE flaw in remote support software
Read more at Bleeping Computer

Microsoft: Exchange Online flags legitimate emails as phishing
Read more at Bleeping Computer

YARA-X 1.13.0 Release, (Mon, Feb 9th)
Read more at SANS

Chinese cyberspies breach Singapore's four largest telcos

Tyler Technologies, Inc.


https://www.govinfosecurity.com/ivanti-zero-days-likely-deployed-in-eu-dutch-hacks-a-30717
https://www.cutoday.info/Fresh-Today/ACU-Flags-Risks-In-Fed-s-Reserve-Bank-Payment-Account-Prototype
https://www.bankinfosecurity.com/how-banks-limit-losses-from-first-party-fraud-a-30716
https://www.cutoday.info/Fresh-Today/Housing-For-the-21st-Century-Act-Passes-House-390-9-With-CU-Board-Amendment
https://www.healthcareinfosecurity.com/mclaren-health-will-pay-14m-to-settle-lawsuits-in-2-attacks-a-30719
https://www.hipaajournal.com/precipio-pit-river-health-tulane-university-medical-group-data-breaches/
https://www.bleepingcomputer.com/news/security/hackers-breach-smartertools-network-using-flaw-in-its-own-software/
https://www.bleepingcomputer.com/news/security/beyondtrust-warns-of-critical-rce-flaw-in-remote-support-software/
https://www.bleepingcomputer.com/news/microsoft/microsoft-exchange-online-flags-legitimate-emails-as-phishing/
https://isc.sans.edu/diary/rss/32690

News from Monday February 09, 2026
(Reported on Tuesday February 10, 2026)

Read more at Bleeping Computer

Hackers exploit SolarWinds WHD flaws to deploy DFIR tool in attacks
Read more at Bleeping Computer

Password guessing without Al: How attackers build targeted wordlists
Read more at Bleeping Computer

Men charged in FanDuel scheme fueled by thousands of stolen identities
Read more at Bleeping Computer

European Commission discloses breach that exposed staff data
Read more at Bleeping Computer

Quick Howto: Extract URLs from RTF files, (Mon, Feb 9th)
Read more at SANS
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https://www.bleepingcomputer.com/news/security/chinese-cyberspies-breach-singapores-four-largest-telcos/
https://www.bleepingcomputer.com/news/security/threat-actors-exploit-solarwinds-wdh-flaws-to-deploy-velociraptor/
https://www.bleepingcomputer.com/news/security/password-guessing-without-ai-how-attackers-build-targeted-wordlists/
https://www.bleepingcomputer.com/news/security/men-charged-in-massive-fanduel-fraud-scheme-fueled-by-thousands-of-stolen-identities/
https://www.bleepingcomputer.com/news/security/european-commission-discloses-breach-that-exposed-staff-data/
https://isc.sans.edu/diary/rss/32692

