Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Wednesday February 11, 2026

(Reported on Thursday February 12, 2026)

Government
Poland Energy Sector Cyber Incident Highlights OT and ICS Security Gaps
Read more at Cisa.gov

CISA: DHS Funding Lapse Would Sideline Federal Cyber Staff
Read more at GovInfoSecurity

Financial Institutions
How Banks Can Limit Losses From First-Party Fraud

Read more at Fraudtoday.io

Cyber Risk Is Now Credit Unions’ Top Strategic Threat—And Leaders Know It
Read more at CUtoday.info

How CIOs Are Navigating the Al-Driven Software Market Crash
Read more at Al.today.io

Healthcare
A New Data Theft Gang for the Health Sector to Lose Sleep Over

Read more at HealthcarelnfoSecurity

Healthcare Remains the Sector Most Targeted by Ransomware Groups as Attacks Increase 49% YOY

Read more at TheHIPAAJournal

Other
Windows 11 Notepad flaw let files execute silently via Markdown links
Read more at Bleeping Computer

Apple Patches Everything: February 2026, (Wed, Feb 11th)
Read more at SANS

Microsoft Store Outlook add-in hijacked to steal 4,000 Microsoft accounts
Read more at Bleeping Computer

Crazy ransomware gang abuses employee monitoring tool in attacks
Read more at Bleeping Computer
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https://www.cisa.gov/news-events/alerts/2026/02/10/poland-energy-sector-cyber-incident-highlights-ot-and-ics-security-gaps
https://www.govinfosecurity.com/cisa-dhs-funding-lapse-would-sideline-federal-cyber-staff-a-30740
https://www.fraudtoday.io/how-banks-limit-losses-from-first-party-fraud-a-30716
https://www.aitoday.io/how-cios-are-navigating-ai-driven-software-market-crash-a-30738
https://www.healthcareinfosecurity.com/new-data-theft-gang-for-health-sector-to-lose-sleep-over-a-30735
https://www.bleepingcomputer.com/news/microsoft/windows-11-notepad-flaw-let-files-execute-silently-via-markdown-links/
https://isc.sans.edu/diary/rss/32706
https://www.bleepingcomputer.com/news/security/microsoft-store-outlook-add-in-hijacked-to-steal-4-000-microsoft-accounts/
https://www.bleepingcomputer.com/news/security/crazy-ransomware-gang-abuses-employee-monitoring-tool-in-attacks/

News from Wednesday February 11, 2026
(Reported on Thursday February 12, 2026)

WSL in the Malware Ecosystem, (Wed, Feb 11th)
Read more at SANS

Police arrest seller of JokerOTP MFA passcode capturing tool
Read more at Bleeping Computer

Proactive strategies for cyber resilience with Wazuh
Read more at Bleeping Computer
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https://isc.sans.edu/diary/rss/32704
https://www.bleepingcomputer.com/news/security/police-arrest-seller-of-jokerotp-mfa-passcode-capturing-tool/
https://www.bleepingcomputer.com/news/security/proactive-strategies-for-cyber-resilience-with-wazuh/

