Daily Threat Intelligence Briefing

Today's threat briefing contains live links that connect you to the original source articles. You can see
the real URL by hovering your mouse over the links and checking that they match the source articles.
These links were taken straight from the website of the source article. Tyler Technologies has not
checked these sites or links for security.

News from Friday February 13, 2026 through Monday February 16, 2026

(Reported Tuesday February 17, 2026)

Government
CISA Adds Four Known Exploited Vulnerabilities to Catalog
Read more at Cisa.gov

EU Privacy Watchdogs Pan Digital Omnibus
Read more at GovInfoSecurity

Those 'Summarize With Al' Buttons May Be Lying to You
Read more at Darkreading

Financial Institutions
Love, Lies And $672 Million Lost: Inside The Al-Fueled Romance Scam Explosion
Read more at CUtoday.info

North Korea’s UNC1069 Hammers Crypto Firm With Al
Read more at Darkreading

Healthcare
Privacy Audit Finds Utah Child Welfare, Health Data at Risk
Read more at HealthcarelnfoSecurity

Emergency Medical Services Authority & Compassion Health Care Settle Data Breach Litigation
Read more at TheHIPAAJournal

Other

Critical BeyondTrust RCE flaw now exploited in attacks, patch now
Read more at Bleeping Computer

Microsoft: New Windows LNK spoofing issues aren't vulnerabilities
Read more at Bleeping Computer

WordPress plugin with 900k installs vulnerable to critical RCE flaw
Read more at Bleeping Computer
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https://www.cisa.gov/news-events/alerts/2026/02/12/cisa-adds-four-known-exploited-vulnerabilities-catalog
https://www.govinfosecurity.com/eu-privacy-watchdogs-pan-digital-omnibus-a-30744
https://www.darkreading.com/cyber-risk/summarize-ai-buttons-may-be-lying
https://www.cutoday.info/THE-feature/Love-Lies-And-672-Million-Lost-Inside-The-AI-Fueled-Romance-Scam-Explosion
https://www.darkreading.com/threat-intelligence/north-koreas-unc1069-hammers-crypto-firms
https://www.healthcareinfosecurity.com/privacy-audit-finds-utah-child-welfare-health-data-at-risk-a-30746
https://www.hipaajournal.com/emergency-medical-services-authority-compassion-health-care-data-breach-settlements/
https://www.bleepingcomputer.com/news/security/critical-beyondtrust-rce-flaw-now-exploited-in-attacks-patch-now/
https://www.bleepingcomputer.com/news/microsoft/microsoft-new-windows-lnk-spoofing-issues-arent-vulnerabilities/
https://www.bleepingcomputer.com/news/security/wordpress-plugin-with-900k-installs-vulnerable-to-critical-rce-flaw/

News from Friday February 13, 2026 through Monday February 16, 2026
(Reported Tuesday February 17, 2026)

AMOS infostealer targets macOS through a popular Al app
Read more at Bleeping Computer

Russia tries to block WhatsApp, Telegram in communication blockade
Read more at Bleeping Computer

Bitwarden introduces ‘Cupid Vault’ for secure password sharing
Read more at Bleeping Computer

Romania's oil pipeline operator Conpet confirms data stolen in attack
Read more at Bleeping Computer

Odido data breach exposes personal info of 6.2 million customers
Read more at Bleeping Computer
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https://www.bleepingcomputer.com/news/security/amos-infostealer-targets-macos-through-a-popular-ai-app/
https://www.bleepingcomputer.com/news/security/russia-tries-to-block-whatsapp-telegram-in-communication-blockade/
https://www.bleepingcomputer.com/news/security/bitwarden-introduces-cupid-vault-for-secure-password-sharing/
https://www.bleepingcomputer.com/news/security/romanias-oil-pipeline-operator-conpet-confirms-data-stolen-in-attack/
https://www.bleepingcomputer.com/news/security/odido-data-breach-exposes-personal-info-of-62-million-customers/

