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News from Monday, January 19, 2026  
(Reported on Tuesday, January 20, 2026) 

Government 
 

UK govt. warns about ongoing Russian hacktivist group attacks 
Read more at Bleeping Computer 
 
Hacker admits to leaking stolen Supreme Court data on Instagram 
Read more at Bleeping Computer 
 
Jordanian pleads guilty to selling access to 50 corporate networks 
Read more at Bleeping Computer 

 

Financial Institutions 
 
How financial services lag on cyber 
Read more at Fin Tech Magazine 
 
Mastercard CEO Michael Miebach on cybersecurity at world economic forum 
Read more at Cybercrime Magazine 
 

Healthcare 
 

New cybersecurity rules for healthcare? Understanding HHS’s HIPPA proposal 
Read more at Fulcrum 
 
Healthcare breaches double as shadow AI, vendor risks proliferate 
Read more at Cybersecurity Dive 

https://www.bleepingcomputer.com/news/security/uk-govt-warns-about-ongoing-russian-hacktivist-group-attacks/
https://www.bleepingcomputer.com/news/security/hacker-admits-to-leaking-stolen-supreme-court-data-on-instagram/
https://www.bleepingcomputer.com/news/security/jordanian-pleads-guilty-to-selling-access-to-50-corporate-networks/
https://fintechmagazine.com/cybersecurity/world-economic-forum-how-financial-services-lag-on-cyber
https://cybersecurityventures.com/mastercard-ceo-michael-miebach-on-cybersecurity-at-world-economic-forum/
https://thefulcrum.us/media-technology/hippa-security-rule
https://www.cybersecuritydive.com/news/healthcare-cyber-breaches-fortified/809483/


News from Monday, January 19, 2026  
(Reported on Tuesday, January 20, 2026) 

Other 
 
New PDFSider Windows malware deployed on Fortune 100 firm's network 
Read more at Bleeping Computer 
 
Fake ad blocker extension crashes the browser for ClickFix attacks 
Read more at Bleeping Computer 
 
Microsoft releases OOB Windows updates to fix shutdown, Cloud PC bugs 
Read more at Bleeping Computer 
 
Google Chrome now lets you turn off on-device AI model powering scam detection 
Read more at Bleeping Computer 
 
CIRO confirms data breach exposed info on 750,000 Canadian investors 
Read more at Bleeping Computer 
 
Malicious GhostPoster browser extensions found with 840,000 installs 
Read more at Bleeping Computer 
 
Wireshark 4.6.3 Released, (Sat, Jan 17th) 
Read more at SANS 
 
Credential-stealing Chrome extensions target enterprise HR platforms 
Read more at Bleeping Computer 
 
Black Basta Ransomware Leader Added to EU Most Wanted and INTERPOL Red Notice 
Read more at TheHackerNews  

 
 

https://www.bleepingcomputer.com/news/security/new-pdfsider-windows-malware-deployed-on-fortune-100-firms-network/
https://www.bleepingcomputer.com/news/security/fake-ad-blocker-extension-crashes-the-browser-for-clickfix-attacks/
https://www.bleepingcomputer.com/news/microsoft/microsoft-releases-oob-windows-updates-to-fix-shutdown-cloud-pc-bugs/
https://www.bleepingcomputer.com/news/artificial-intelligence/google-chrome-now-lets-you-turn-off-on-device-ai-model-powering-scam-detection/
https://www.bleepingcomputer.com/news/security/ciro-data-breach-last-year-exposed-info-on-750-000-canadian-investors/
https://www.bleepingcomputer.com/news/security/malicious-ghostposter-browser-extensions-found-with-840-000-installs/
https://isc.sans.edu/diary/rss/32636
https://www.bleepingcomputer.com/news/security/credential-stealing-chrome-extensions-target-enterprise-hr-platforms/
https://thehackernews.com/2026/01/black-basta-ransomware-hacker-leader.html

