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Today's threat briefing contains live links that connect you to the original source articles. You can 
see the real URL by hovering your mouse over the links and checking that they match the source 
articles. These links were taken straight from the website of the source article. Tyler Technologies 
has not checked these sites or links for security. 
 

News from Tuesday, February 10, 2026  
(Reported on Wednesday, February 11, 2026) 

Government 
 

Microsoft 365 outage takes down admin center in North America 
Read more at Bleeping Computer 
 
Volvo Group North America customer data exposed in Conduent hack 
Read more at Bleeping Computer 
 

Financial Institutions 
 

Are Financial Services Firm Easy Cybercrime Targets? 
Read more at FinTech 
 
Congress reauthorizes private public cybersecurity framework 
Read more at ABA Banking Journal 

Healthcare 
 

Over 65% of UK healthcare data is leaked in meagre data security incidents 
Read more at Cybersecurity Insiders 
 
How digital twins bring cyber resilience to healthcare 
Read more at Cyber Magazine 
 

https://www.bleepingcomputer.com/news/microsoft/microsoft-365-outage-takes-down-admin-center-in-north-america/
https://www.bleepingcomputer.com/news/security/volvo-group-north-america-customer-data-exposed-in-conduent-hack/
https://fintechmagazine.com/news/are-financial-services-firms-easy-cybercrime-targets
https://bankingjournal.aba.com/2026/02/congress-reauthorizes-private-public-cybersecurity-framework/
https://www.cybersecurity-insiders.com/over-65-of-uk-healthcare-data-is-leaked-in-meagre-data-security-incidents/
https://cybermagazine.com/news/wef-on-cyber-resilience-in-healthcare


News from Tuesday, February 10, 2026  
(Reported on Wednesday, February 11, 2026) 

Other 
 
 
New Linux botnet SSHStalker uses old-school IRC for C2 comms 
Read more at Bleeping Computer 
 
Malicious 7-Zip site distributes installer laced with proxy tool 
Read more at Bleeping Computer 
 
Microsoft releases Windows 10 KB5075912 extended security update 
Read more at Bleeping Computer 
 
Microsoft February 2026 Patch Tuesday fixes 6 zero-days, 58 flaws 
Read more at Bleeping Computer 
 
Windows 11 KB5077181 & KB5075941 cumulative updates released 
Read more at Bleeping Computer 
 
Microsoft rolls out new Secure Boot certificates before June expiration 
Read more at Bleeping Computer 
  

 
 

https://www.bleepingcomputer.com/news/security/new-linux-botnet-sshstalker-uses-old-school-irc-for-c2-comms/
https://www.bleepingcomputer.com/news/security/malicious-7-zip-site-distributes-installer-laced-with-proxy-tool/
https://www.bleepingcomputer.com/news/microsoft/microsoft-releases-windows-10-kb5075912-extended-security-update/
https://www.bleepingcomputer.com/news/microsoft/microsoft-february-2026-patch-tuesday-fixes-6-zero-days-58-flaws/
https://www.bleepingcomputer.com/news/microsoft/windows-11-kb5077181-and-kb5075941-cumulative-updates-released/
https://www.bleepingcomputer.com/news/microsoft/microsoft-rolls-out-new-secure-boot-certificates-before-june-expiration/

